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1. Introduction

Veeward Limited (registered number  14568028) (“us”, “our”, “we”, “Veeward”) is the 
controller of your personal data collected when you use the Platform or our Services.  
Veeward is committed to protecting and respecting your privacy.

This privacy policy (the “Privacy Policy”) sets out the types of personal data we collect and 
use when you access and visit the Platform or otherwise interact with us and how we may 
use that data.

This Privacy Policy explains who we are, why and how we process personal data collected 
through your use of the Platform and, if you are the subject of any of the personal data 
concerned, what rights you have and how to get in touch with us if you need to. 

When you supply any personal data to us, we have legal obligations towards you in the way 
we use that data. For ease of reading, we have divided this Privacy Policy into several 
sections:

1. Introduction
2. What information can we collect?
3. Special category data
4. How is your personal information collected?
5. How and why do we use and share your personal information?  
6. For how long do we keep your personal information?
7. Security
8. International data transfers
9. Your rights
10. Contact details

It is important that you read this Privacy Policy together with any other privacy notice or fair 
processing notices that we may provide on the Platform at or around the time that we collect 
or process personal data about you (for example, fair processing notices that we may 
display to you at the time that you sign up to receive e-mail updates from us) so that you are 
fully aware of how and why we are using that data.  

This Privacy Policy supplements other notices on the Platform and is not intended to 
override or replace them. 

Unless otherwise defined herein, capitalised words in this Privacy Policy shall have the 
meaning given to them in the Member Agreement (or, if you have entered into it, the Partner 
Agreement).



By using the Platform or services, you agree to this Privacy Policy (including as amended 
from time to time).  If, for any reason, you do not agree to the terms of this Privacy Policy, 
please stop using this Platform.

We reserve the right to revise or amend this Privacy Policy at any time to reflect changes to 
our business or changes in the law.  Where these changes are significant, we will endeavour 
to let users of the Platform know. However, it is your responsibility to check this Privacy 
Policy before each use of the Platform – for ease of reference the top of this Privacy Policy 
indicates the date on which it was last updated.

It is important that the personal data we hold about you is accurate and current. 
Please keep us informed if your personal data changes during your relationship with 
us.

Please note that the Platform is not directed at children under the age of 18 (each a "Child" 
or "Children") and we do not knowingly collect personal data about Children. If you believe 
we have collected personal data about your Child, you may contact us at 
hello@veeward.com and request that we cease processing data about your Child.

2. What information can we collect? 

What is personal data?

Where this Privacy Policy refers to ‘personal data’ it is referring to data about you from which 
you could be identified – such as your name, your date of birth, your contact details and 
even your IP address. 

By law, all organisations who process your personal data in the UK are obliged to process 
your personal data in certain ways and to ensure that you are given an appropriate amount 
of information about how they use it. You also have various rights to seek information from 
those organisations about how they are using your data, and to prevent them from 
processing it unlawfully. For more information about these rights, please see the ‘Your 
Rights’ section of this Privacy Policy.

What types of data we collect from you when you use the Platform

The personal data we collect from you may include:

• Identity data which includes your name, date of birth and gender.
• Contact data which includes your e-mail address, billing address and delivery 

address.
• Financial data which includes your bank account and payment card details.
• Transaction data which includes details about Partners/Members you have interacted 

with Points earned or rewarded, or other services you have purchased from us.
• Technical data which includes your IP address, your login data and browser type and 

version.



• Usage data which includes information about how you use the Platform and our 
Services and interact with our emails.

• Marketing and communications data which includes your preferences in receiving 
marketing from us and our associated third parties.

3. Special Category Data

Where we receive the outcome of a Due Diligence check, we may collect special categories 
of personal data about you (this includes details about your race or ethnicity, religious or 
philosophical beliefs, sex life, sexual orientation, political opinions, trade union membership, 
information about your health, and genetic and biometric data). Similarly, we may collect 
information about criminal convictions and offences where such information is included in 
the outcome of a Due Diligence check

We use a Third Party DD Provider to carry out any Due Diligence checks which are required 
for you to join the Platform and use the Services. In order to complete such Due Diligence 
checks, you will be asked to enter into a separate agreement with the Third Party DD 
Provider, and they will be the controller of the personal data, including any special categories 
of personal data about you which they require you to provide to complete those checks. 

A copy of the Third Party DD Provider’s privacy policy is available at: https://credas.com/
platform-privacy-notice/

Veeward process your personal data and special categories of personal data only to the 
extent that they appear in the outcome of the Due Diligence checks. You hereby provide us 
with your explicit consent to process the outcome of your Due Diligence check. 

When processing special categories of personal data, we are obliged to have additional 
lawful bases for processing this data. Our additional lawful basis is that you have consented 
to us doing so. 

4. How is your personal information collected? 

Direct interactions

When you use the Platform to use the Services, view Content, contact us by email, or 
request marketing be sent to you we may collect, store and use the personal data that you 
disclose to us. 

Updating your information

If you want to update the information you have previously given to us, please contact us 
at hello@veeward.com.

5. How and why do we use/share your personal data?

https://credas.com/platform-privacy-notice/
https://credas.com/platform-privacy-notice/


Lawful basis for processing your information

We will only use your personal data when the law allows us to.  Most commonly we will use 
your personal data in the following circumstances: 

● Where you have asked us to do so, or consented to us doing so (although consent is 
not necessarily required for us to process your personal data);

● Where we need to do so in order to perform a contract we have entered into with 
you;

● Where it is necessary for our legitimate interests (or those of a third party) and your 
fundamental rights do not override those interests; and

● Where we need to comply with a legal or regulatory obligation.

Here are some examples about how we may use the information we collect about you and 
the lawful basis we rely on to do so. 

Activity Examples of the types of 
personal data we may 
collect

L a w f u l b a s i s f o r 
processing

To provide the Platform and 
Services to you

Identity, contact, usage, 
financial and transactional. 

Performance of a contract 
with you.

To enable you to open an 
A c c o u n t , C a r d h o l d e r 
Account or Partner Account

Identity, contact, financial 
and transactional. 

Performance of a contract 
with you.

To a l low you to make 
p u r c h a s e s w i t h i n t h e 
Platform.

Identity, contact, financial 
and transactional. 

Performance of a contract 
with you. 

To review the outcome of 
any Due Diligence check

Identity, special category. Compliance with a legal or 
regulatory obligation and 
b e c a u s e y o u h a v e 
consented to us doing so

To manage our relationship 
with you including notifying 
you of any changes to the 
P l a t f o r m o r s e r v i c e s 
provided on the Platform. 

I d e n t i t y , c o n t a c t a n d 
marketing communications 
information. 

We have a legitimate interest 
in doing so.



Marketing and Communications 

We may use your personal data to form a view on what we think you may want or need, or 
what may be of interest to you.  This is how we decide which services and offers may be 
relevant for you (we call this marketing). 

You will receive marketing communications from us if you have requested information from 
us or purchased goods or services from us and you have not opted out of receiving that 
marketing.

Our email communications may include tracking tags that indicate when you have opened 
an email, clicked on a link or links, and the type of device you used to do so. They may also 
help us to see actions you may take on our Platform after opening the email.

We will not share your personal data with any third party for marketing purposes.

Opting Out of Marketing 

To unsubscribe from marketing emails at any time, please click on the unsubscribe link at 
the bottom of any marketing email and update your account preferences. 

Sharing your personal data

Depending on how and why you provide us with your personal data we may share it in the 
following ways:

• with other Members or Partners on the Platform;
• with selected third parties to which we sub-contract to provide various services and/

or aspects of the Platform’s functionality, for example, where third-party plugins 

To administer and protect 
our bus iness and th is 
P l a t f o r m ( i n c l u d i n g 
t r o u b l e s h o o t i n g , d a t a 
analysis and system testing.)

I d e n t i t y , c o n t a c t a n d 
technical information.

We have a legitimate interest 
in doing so.

To deliver relevant Platform 
content and advertisements 
t o y o u , s u c h a s o u r 
newsletter, as well as other 
f o r m s o f e l e c t r o n i c 
marketing.

Identity, contact, usage, 
m a r k e t i n g a n d 
c o m m u n i c a t i o n s a n d 
technical information. 

You have consented to us 
doing so.

To use data analytics to 
i m p r o v e t h e P l a t f o r m , 
s e r v i c e s , m a r k e t i n g , 
customer relationships and 
experiences.

Te c h n i c a l a n d u s a g e 
information. 

We have a legitimate interest 
in doing so.



provide functionality such as image hosting services (see “Service Providers” below); 
and 

• with analytics and search engine providers that assist us in the improvement and 
optimisation of this Platform as described above.

We may also disclose your personal data to third parties in the following events: 

• if we were to sell or buy any business or assets, in which case we might disclose 
your personal data to the prospective seller or buyer of such business or assets as 
part of that transaction; 

• if Veeward or substantially all of its assets are acquired by a third party, in which case 
personal data held by us about our customers and contacts will be one of the 
transferred assets; 

• if we are under a duty to disclose or share your personal data in order to comply with 
any legal obligation, or if we are asked to provide your details to a lawful authority in 
order to aid in the investigation of crime or disorder; and/or 

• in order to enforce or apply the Platform’s terms of use or terms and conditions of 
sale; or to protect the rights, property, or safety of our company, our customers, or 
others. This includes exchanging information with other companies and organisations 
for the purposes of fraud protection and credit risk reduction.

Service Providers (Data Processors)

Our service providers provide us with a variety of administrative, statistical, and technical 
services, such as tracking user engagement across content and various social media 
platforms, tracking how many users we have and how often they visit us, and embedding 
content like videos and documents. We will only provide service providers with the minimum 
amount of personal data they need to fulfil the services we request, and we stipulate that 
they protect this data and do not use it for any other purpose. We take these relationships 
seriously and oblige all of our data processors to sign contracts with us that clearly set out 
their commitment to respecting individual rights, and their commitments to assisting us to 
help you exercise your rights as a data subject. We do not allow our third-party service 
providers to use your personal data for their own purposes. The following is a list of our 
major service providers:

• Crunch Payment Services https://www.crunchpayments.com/
• IDT Finance https://idtfinance.com/
• Runa https://runa.io/
• MailChimp https://mailchimp.com/

https://www.crunchpayments.com/
https://idtfinance.com/
https://runa.io/
https://mailchimp.com/


Third party sites 

Our Platform allows you to access services provided by third parties, for example the 
Prepaid Card, which is provided by the Third Party Card Operator, and Due Diligence is 
carried out by out Third Party DD Provider. Where we provide links to third party websites, 
plug-ins and applications that are not affiliated with the Platform such sites are out of our 
control and are not covered by this Privacy Policy. If you access third party sites using the 
links provided, the operators of these sites may collect personal data from you that could be 
used by them, in accordance with their own privacy policies.  Please check these policies 
before you submit any personal data to those websites. 

IDT Financial Services Limited (“IDT”) is the issuer of the card associated with our Services. 
IDT is an independent data controller of your Personal Data as it relates to, and is required 
for, the administration and operation of the card. A copy of IDT’s privacy policy may be found 
at https://idtfinance.com/privacy-policy.

You can find the privacy policy for our Third Party DD Provider here: https://credas.com/
website-privacy-notice

Cookies

You can set your browser to refuse all or some browser cookies, or to alert you when 
websites set or access cookies. If you disable or refuse cookies, please note that some parts 
of the associated website may become inaccessible or not function properly. 

To find out more information about cookies and to see a complete list of all cookies used on 
our Platform please see our https://www.veeward.com/cookies

To find out more about cookies, visit www.allaboutcookies.org.

Change of purpose

We will only use your personal data for the purposes for which we collected it, unless we 
reasonably consider that we need to use it for another reason and that reason is compatible 
with the original purpose. If you wish to get an explanation as to how the processing for the 
new purpose is compatible with the original purpose, please contact us.

If we need to use your personal data for an unrelated purpose, we will notify you and we will 
explain the legal basis which allows us to do so.

Please note that we may process your personal data without your knowledge or consent, in 
compliance with the above rules, where this is required or permitted by law.

6. For how long do we keep your personal data?

https://idtfinance.com/privacy-policy
https://credas.com/website-privacy-notice
https://credas.com/website-privacy-notice
http://www.allaboutcookies.org


We will hold your personal information on our systems only for as long as required to provide 
you with the services you have requested, including for the purposes of satisfying any legal, 
regulatory, tax, accounting or reporting requirements.  We may retain your personal data for 
a longer period in the event of a complaint or if we reasonably believe there is a prospect of 
litigation with respect to our relationship with you. 

To determine the appropriate retention period for personal data, we consider the amount, 
nature and sensitivity of the personal data, the potential risk of harm from unauthorised use 
or disclosure of your personal data, the purposes for which we process your personal data 
and whether we can achieve those purposes through other means, and the applicable legal, 
regulatory, tax, accounting or other requirements.

By law we have to keep basic information about our customers (including contact, identity, 
financial and transaction Data) for six years after they cease being customers for compliance 
purposes. In some circumstances you can ask us to delete your data: see “Your Rights” 
below for further information, although this may not always be possible if we are obliged to 
retain the data for compliance purposes.

In some circumstances we may anonymise your personal data (so that it can no longer be 
associated with you) for research or statistical purposes in which case we may use this 
information indefinitely without further notice to you.

We may also collect, use and share aggregated data such as statistical or demographic data 
for any purpose. Aggregated data could be derived from your personal data but is not 
considered personal data in law as this data will not directly or indirectly reveal your identity. 
For example, we may aggregate your usage data to understand what demographic of users 
are earning Points from specific industries. 

7. Security

Veeward takes the protection of your information very seriously. We have put in place 
technologically and organisationally appropriate security measures to prevent your personal 
data from being accidentally lost, used or accessed in an unauthorised way, altered or 
disclosed.  

Where we have given you a password that enables you to access certain parts of the 
Platform, you are responsible for keeping this password confidential.  We ask you not 
to share a password with anyone. 

In addition, we limit access to your personal data to those employees, agents, contractors 
and other third parties who have a business need to know.  They will only process your 
personal data on our instructions and they are subject to a duty of confidentiality. 

We have put in place procedures to deal with any suspected personal data breach and will 
notify you and any applicable regulator of a breach where we are legally required to do so. 

8. International Data Transfers



Please note that some of our service providers may be based outside of the UK.  These 
service providers may work for us or for one of our suppliers and may be engaged in, among 
other things, the fulfilment of your request for information and the provision of services or 
support services.  

Where we transfer your data to a service provider that is outside of the UK we seek to 
ensure that appropriate safeguards are in place to make sure that your personal data is held 
securely and that your rights as a data subject are upheld.  We will only transfer your 
personal data to countries that have been deemed to provide an adequate level of protection 
for personal data or where we have in place specific data transfer agreements which have 
been approved for use in the UK and which give personal data the same protection it has in 
the UK.

By submitting your personal information, you agree to this transfer, storing or processing. If 
you would like more information about how the mechanism via which your personal data is 
transferred, please contact hello@veeward.com.

9. Your Rights

You have the right to make a complaint at any time to the Information Commissioner's Office 
(ICO), the UK regulator for data protection issues (www.ico.org.uk). We would, however, 
appreciate the chance to deal with your concerns before you approach the ICO so please 
contact us in the first instance at hello@veeward.com.

As a data subject you have a number of rights in relation to your personal data. Below, we 
have described the various rights that you have, as well as how you can exercise them.

Right of Access

You may, at any time, request access to the personal data that we hold which relates to you 
(you may have heard of this right being described as a "subject access request"). You can 
read more about the law and subject access requests here.

Please note that this right entitles you to receive a copy of the personal data that we hold 
about you in order to enable you to check that it is correct and to ensure that we are 
processing that personal data lawfully. It is not a right that allows you to request personal 
data about other people, or a right to request specific documents from us that do not relate 
to your personal data. 

You can exercise this right at any time by contacting us and telling us that you are making a 
subject access request. You do not have to fill in a specific form to make this kind of request.

Your Right to Rectification and Erasure

You may, at any time, request that we correct personal data that we hold about you which 
you believe is incorrect or inaccurate. You may also ask us to erase personal data if you do 

mailto:hello@veeward.com
https://ico.org.uk/for-the-public/your-right-to-get-copies-of-your-data/


not believe that we need to continue processing it including storing it (you may have heard of 
this right described as the “right to be forgotten”).

Please note that we may ask you to verify any new data that you provide to us and may take 
our own steps to check that the new data you have supplied us with is correct. Further, we 
are not always obliged to erase personal data when asked to do so; if for any reason we 
believe that we have a good legal reason to continue processing personal data that you ask 
us to erase we will tell you what that reason is at the time we respond to your request. 

You can exercise this right at any time by contacting us and telling us that you are making a 
request to have your personal data rectified or erased and on what basis you are making 
that request. If you want us to replace inaccurate data with new data, you should tell us what 
that new data is. You do not have to fill in a specific form to make this kind of request.

Your Right to Restrict Processing

Where we process your personal data on the basis of a legitimate interest (please see ‘How 
and why do we use and share your personal information?’) you are entitled to ask us to stop 
processing it in that way if you feel that our continuing to do so impacts on your fundamental 
rights and freedoms or if you feel that those legitimate interests are not valid. 

You may also ask us to stop processing your personal data: (a) if you dispute the accuracy 
of that personal data and want us verify that data's accuracy; (b) where it has been 
established that our use of the data is unlawful but you do not want us to erase it; (c) where 
we no longer need to process your personal data (and would otherwise dispose of it) but you 
wish for us to continue storing it in order to enable you to establish, exercise or defend legal 
claims. 

In some cases, we may demonstrate that we have compelling legitimate grounds to process 
your information which override your rights and freedoms. We will tell you what that reason 
is, either at the time we first respond to your request or after we have had the opportunity to 
consider and investigate it. 

You can exercise this right at any time by writing to us using the contact details set out here 
and telling us that you are making a request to have us stop processing the relevant aspect 
of your personal data and describing which of the above conditions you believe is relevant to 
that request. You do not have to fill in a specific form to make this kind of request.

Your Right to Portability

Where you wish to transfer certain personal data that we hold about you, which is processed 
by automated means, to a third party you may write to us and ask us to provide it to you in a 
commonly used machine-readable format. Note that this right only applies to automated 
information which you initially provided consent for us to use or where we used the 
information to perform a contract with you.

Your Right to object to processing



You may object to processing of your personal data where we rely on legitimate interest for 
processing that personal data.  We will comply with your request unless we have a 
compelling overriding legitimate interest for processing or we need to continue processing 
your personal data to establish, exercise or defend a legal claim. 

Your Right to stop receiving communications

Where we send you e-mail marketing communications (or other regulated electronic 
messages) you have the right to opt-out at any time. You can do this by using the 
‘unsubscribe’ link that appears in the footer of each communication (or the equivalent 
mechanism in those communications).

Alternatively, if for any reason you cannot use those links, or if you would prefer to contact 
us directly – you can unsubscribe by writing to us at hello@veeward.com and telling us 
which communications you would like us to stop sending you. 

Your Right to object to automated decision making and profiling

You have the right to be informed about the existence of any automated decision making 
and profiling of your personal data, and where appropriate, be provided with meaningful 
information about the logic involved, as well as the significance and the envisaged 
consequences of such processing that affects you. 

Withdraw consent, where consent is the lawful basis for processing

You have the right to withdraw consent at any time where we are relying on consent to 
process your personal data. However, this will not affect the lawfulness of any processing 
carried out before you withdraw your consent. If you withdraw your consent, we may not be 
able to provide certain products or services to you. We will advise you if this is the case at 
the time you withdraw your consent.

Exercising your rights

When you write to us making a request to exercise your rights we are entitled to ask you to 
prove that you are who you say you are. We may ask you to provide copies of relevant ID 
documents to help us to verify your identity. 

It will help us to process your request if you clearly state which right you wish to exercise 
and, where relevant, why it is that you are exercising it. The clearer and more specific you 
can be, the faster and more efficiently we can deal with your request. If you do not provide 
us with sufficient information then we may delay actioning your request until you have 
provided us with additional information (and where this is the case we will tell you). 

You will not have to pay a fee to access your personal data (or to exercise any of the other 
rights). However, we may charge a reasonable fee if your request is clearly unfounded, 
repetitive or excessive. Alternatively, we could refuse to comply with your request in these 
circumstances.

We try to respond to all legitimate requests within one month. Occasionally it could take us 
longer than a month if your request is particularly complex or you have made a number of 
requests. In this case, we will notify you and keep you updated.



10. Contact Details

If you have any queries regarding this Privacy Policy, if you wish to exercise any of your 
rights set out above or if you think that the Privacy Policy has not been followed, please 
contact us by emailing at  hello@veeward.com. 


